Приложение 4

к приказу Аппарата Губернатора и Правительства Камчатского края

от "15" января 2015 года № 8/1-п

Правила

работы с обезличенными данными в случае обезличивания

персональных данных в Аппарате Губернатора и Правительства

Камчатского края

1. Под обезличиванием персональных данных понимаются действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных.
2. Обезличивание персональных данных в Аппарате Губернатора и Правительства Камчатского края (далее – Аппарат) проводится в статистических или иных исследовательских целях, по достижении целей обработки персональных данных или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.
3. Обезличивание персональных данных, обрабатываемых в информационных системах, осуществляется в соответствии с требованиями и методами по обезличиванию персональных данных, обрабатываемых в информационных системах, в том числе созданных и функционирующих в рамках реализации федеральных целевых программ, утвержденных приказом Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций от 05.09.2013 № 996 "Об утверждении требований и методов по обезличиванию персональных данных".
4. Обезличивание персональных данных в Аппарате осуществляется с помощью метода:
5. введения идентификаторов (замена части сведений (значений персональных данных) идентификаторами с созданием таблицы (справочника) соответствия идентификаторов исходным данным);
6. изменения состава или семантики (изменение состава или семантики персональных данных путем замены результатами статистической обработки, обобщения или удаления части сведений);
7. декомпозиции (разбиение множества (массива) персональных данных на несколько подмножеств (частей) с последующим раздельным хранением подмножеств);
8. перемешивания (перестановка отдельных записей, а также групп записей в массиве персональных данных).
9. Обезличивание персональных данных должно обеспечивать защиту от несанкционированного использования, возможность их обработки. Для этого обезличенные данные должны обладать свойствами, сохраняющими основные характеристики обезличиваемых персональных данных.
10. К свойствам обезличенных данных относятся:
11. полнота (сохранение всей информации о конкретных субъектах или группах субъектов, которая имелась до обезличивания);
12. структурированность (сохранение структурных связей между обезличенными данными конкретного субъекта или группы субъектов, соответствующих связям, имеющимся до обезличивания);
13. релевантность (возможность обработки запросов по обработке персональных данных и получения ответов в одинаковой семантической форме);
14. семантическая целостность (сохранение семантики персональных данных при их обезличивании);
15. применимость (возможность решения задач обработки персональных данных без предварительного деобезличивания всего объема записей о субъектах);
16. анонимность (невозможность однозначной идентификации субъектов данных, полученных в результате обезличивания, без применения дополнительной информации).
17. Проведение мероприятий по обезличиванию обрабатываемых персональных данных в Аппарате осуществляется ответственными лицами, перечень должностей которых утверждается приказом Аппарата.